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1. INTRODUCTION TO THE COMPANY 

 

Mc Naught and Company Incorporated is a law firm based in Durban, KwaZulu-Natal and 
Sandton, Gauteng. It is a firm with a unique, direct and succinct vision to provide its clients 
with high quality, specialized and above all professional legal solutions which meets their 
specific needs and requirements. 

 

At Mc Naught and Company Incorporated, great value is placed on all the commercial 
imperatives of modern target- driven corporate entities, small business owners as well as 
individuals. We are acutely aware that each client is different and through the assembly and 
utilisation of a network of experts garnered over a number of years, we are optimally 
positioned to offer our clients a wide spectrum of specialised legal services tailored to each 
client to meet their diverse and specific needs and desired outcomes with a view to resolving 
their matters as expeditiously as possible not only in South Africa but abroad too. 

 

Having been classified as one of GlobalLaw Experts’ And Advisory Excellence 
Recommended Firms in Property Law, Mc Naught and Company Incorporated is a front 
runner amongst the property law giants, offering our clients a fresh and modern approach to 
this ever-growing field of law. 

 

Numerous commendations from our vast array of top tier clients consisting of South African 
political figures, global and local companies, finance institutions, bodies corporate and mining 
giants, senior members of the bar and leading property and other experts confirm that Mc 
Naught and Company Incorporated is a leader in the industry and a force to be reckoned 
with. 

 

2. COMPANY CONTACT DETAILS 

 

Business Address 555 Bluff Road, Bluff, 4052 and 155 West Street, Sandton, 
2196 

Postal Address PO Box 44029, Bluff, 4036 

Email info@maclaw.co.za 

Head Mc Naught and Company 

Managing Director 

mark@maclaw.co.za 

Information Officer Mc Naught and Company 

mark@maclaw.co.za 

Deputy Information 
Officer 

Dave Mc Naught 
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dave@maclaw.co.za 

 

3. INTRODUCTION TO PAIA 

 

The South African Constitution places an obligation upon both public and private bodies to 
allow access to records held by them. For private bodies, this is conditioned upon the 
demonstration that the information is needed for the exercise or protection of other rights. 

 

The Promotion of Access to Information Act 2 of 2000 (“PAIA”) was established “to give effect 
to the constitutional right of access to any information held by the State and any information 
that is held by another person and that is required for the exercise or protection of any rights; 
and to provide for matters connected therewith”. 

 

You are therefore entitled to make a request to the Company in terms of PAIA for a document 
or information which has been processed by the Company in order to exercise the above 
constitutional right. 

 

4. GUIDANCE ON SUBMITTING A PAIA REQUEST 

 

PAIA grants a requester access to records of a private body, if the record is required for the 
exercise or protection of any rights. If a public body lodges a request, the public body must 
be acting in the public interest. 

Requests in terms of PAIA shall be made in accordance with the prescribed procedures, at 
the rates provided in PAIA. 

Requesters are referred to the Guide in terms of Section 10 of PAIA which has been compiled 
by the South African Human Rights Commission (“SAHRC”), which contains information for 
the purposes of exercising Constitutional Rights. The Guide is available on the SAHRC’s 
offices or on their website. 

The contact details of the Commission are as follows: 

Physical Address:  Forum 3 Braampark, 33 Hoofd Street, Braamfontein 

Postal Address:  Private Bag 2700, Houghton, 2041 

Telephone Number: +27-11-877 3600 

Fax Number:  +27-11-403 0625 

Website:  www.sahrc.org.za 

 

5. RECORDS KEPT BY THE COMPANY IN TERMS OF LEGISLATION 

 

The legal profession is a highly regulated industry and is therefore subject to various 
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legislations. Mc Naught and Company Inc, where applicable, holds information in terms of 
inter alia the following legislation: 

Ø Legal Practice Act 28 of 2014 

Ø Attorneys Act 53 of 1979 

Ø Financial Intelligence Centre Act 38 of 2001 

Ø Basic Conditions of Employment Act 75 of 1977 

Ø Labour Relations Act 66 of 1978 

Ø Employment Equity Act 55 of 199 

Ø Income Tax Act 68 of 1962 

Ø Value Added Tax Act 89 of 1991 

Ø Companies Act 71 of 2008 

Ø Electronic Communications and Transactions Act 25 of 2002 

Ø Unemployment Contribution Act 4 of 2002 

Ø Unemployment Insurance Act 30 of 1966 

Ø National Credit Act 34 of 2005 

Ø Prescription Act 68 of 1969 

Ø Promotion of Access of Information Act 2 of 2000 

Ø Protection of Personal Information Act 4 of 2013 

 

6. SCHEDULE OF RECORDS 

 

The following is a schedule of the records which are kept by the Company 

RECORDS SUBJECT AVAILABILITY 

1. Employment Ø Employment contracts 

Ø Disciplinary records 

Ø Salaries and wages 

Ø Disciplinary code 

Ø Leave records 

Ø Banking details 

Ø PAYE records 

Ø Documents issued to employees for 
income tax purposes 

Ø Records of payments made to 
SARS on behalf of employees 

Not available. 

Request in terms of 
PAIA. 
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Ø UIF records 

2. Client Records Ø Mandate & Fee Agreements, and 
other records provided by clients, 
including FICA documentation 

Ø Records provided by third parties 

Ø Records generated within Mc 
Naught and Company Inc. 

Ø Client files 

Not available. 

Request in terms of 
PAIA. 

3. Financial Ø Financial Statements 

Ø Financial and Tax Records 
(Company & Employees) 

Ø Asset Register 

Ø Management Accounts 

Not available. 

Request in terms of 
PAIA. 

4. Service Providers Ø Service provider agreements and 
invoices 

Not available. 

Request in terms of 
PAIA. 

 

 

7. FORM OF REQUEST 

 

To facilitate the processing of your request, kindly: 

7.1.  Use the prescribed form attached to this manual as Annexure 1; 

7.2.  Address your request to the Information Officer or Deputy Information Officer 
listed under section 2 of this manual and email your request form as per details 
provided. 

7.3.  Provide sufficient details to enable the Company to identify: 

7.3.1. The record(s) requested; 

7.3.2. The requester (and if an agent is lodging the request, proof of capacity); 

7.3.3. Requester must indicate which form of access is required, e.g. hard 
copy, electronic copy, etc; 

7.3.4. Specify a postal address or fax number of the requester in the Republic; 

7.3.5. If the requester wishes to be informed of the decision in any manner (in 
addition to written) state the manner and particulars thereof; 

7.3.6. The right which the requester is seeking to exercise or protect with an 
explanation of the reason the record is required to exercise or protect 
the right. 

7.4.  Please note that all requests which we receive, will be evaluated and considered 
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in accordance with PAIA. It is important to remember that, even though we have 
published this manual and described the categories and subject matter of 
information or records that we hold, this does not give you any rights to access 
such information or records, except in terms of PAIA. Please refer to section 10 
of this manual for records which the Information Officer must refuse access to. 

7.5.  The Information Officer/ Deputy Information Officer of the Company shall respond 
to your request within 30 days after receiving the request. The information officer 
may refuse applications setting out the grounds therefore. 

 

8. PRESCRIBED FEES 

 

The following applies to requests (other than personal requests): 

8.1. The fee structure is attached to this manual as Annexure 2. 

8.2. A requestor is required to pay the prescribed fees R50.00 before a request will 
be processed. 

8.3. If the preparation of the record requested requires more than the prescribed hours 
(six), a deposit shall be paid (of not more than one third of the access fee which 
would be payable if the request were granted); 

8.4. A requestor may lodge an application with a court against the tender/payment of 
the request fee and/or deposit. 

8.5. The actual postage is payable when a copy of a record must be posted to a 
requester. 

8.6. Records may be withheld until the fees have been paid. 

 

9. REMEDIES WHEN PAIA REQUEST IS DENIED 

If you are not satisfied with a decision made by the Information Officer, such as, for 
denying access to a record, for imposing access fees, or for extending the time period 
within which the record is due, you may apply to court within 180 days of receiving the 
decision that has caused the grievance. 

 

10. RECORDS TO WHICH ACCESS MUST BE REFUSED 

 

In terms of PAIA, request of records relating to the following information must be 
refused by the Information Officer: 

Ø Privacy of a third party who is a natural person: if its disclosure would involve the 
unreasonable disclosure of personal information about a third party, including a 
deceased individual. 

Ø Certain records of the South African Revenue Service (SARS): if it contains 
information that was obtained or is held by SARS for the purposes of enforcing 
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legislation concerning the collection of revenue as define. 

Ø commercial information of third party: the Deputy Information Officer must refuse 
a request if the record contains: 

• trade secrets of a third party; 

• financial, commercial, scientific or technical information other than trade 
secrets of a third party, of which the disclosure could likely cause harm 
to the commercial or financial interests of that third party; or information 
supplied in confidence by a third party and the disclosure could put that 
third party at a disadvantage in contractual or other negotiations, or 
prejudice that third party in commercial competition. 

Ø Confidential information of a third party: if the disclosure of the record would 
constitute an action for breach of a duty of confidence owed to a third party in 
terms of an agreement. 

Ø Safety of individuals and protection of property: if its disclosure could reasonably 
be expected to endanger the life or physical safety of an individual. 

Ø Police dockets in bail proceedings, and protection of law enforcement and legal 
proceedings: if access to that record is prohibited in terms of section 60 (14) of 
the Criminal Procedure Act, 1977 (Act 51 of 1977). 

Ø Records privileged from production in legal proceedings: if the record is privileged 
from production in legal proceedings unless the person entitled to the privilege 
has waived the privilege. 

Ø Research information of third party, and protection of research information of 
public body: if the record contains information about research being or to be 
carried out by or on behalf of a third party, the disclosure of which would be likely 
to expose: 

§ the third party; 

§ a person that is or will be carrying out the research on behalf of the third 
party; or 

§ the subject matter of the research to serious disadvantage. 

 

11. RECORDS THAT CANNOT BE LOCATED 

 

If the Company cannot find a document which the requester has requested despite 
reasonable and diligent search and the Company believes that the record has been 
lost or that the record is in its possession but unattainable, then the Information Officer 
will furnish the requester with an affidavit setting out the measures taken to locate the 
record and his/her inability to locate the document. 
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12.  PROTECTION OF PERSONAL INFORMATION ACT 4 OF 2013 (“POPIA”) 

 

The Constitution of the Republic of South Africa guarantees the right to privacy. In 
addition to the constitution, there are other legislation which regulate the manner in 
which personal information is processed. Protection of Personal Information Act 4 of 
2013 (POPIA) was promulgated into law on 26 November 2013, and is by far the most 
substantial piece of legislation which protects the personal information of both living 
natural persons and existing entities. POPIA amends PAIA in a number of ways. One 
of the keys ways in which this Act changes PAIA relates to the role of the SAHRC. 
Under POPIA the SAHRC’s functions in terms of PAIA will be transferred to the 
Information Regulator, a new independent body which set up to monitor both the POPIA 
and PAIA, and to handle complaints relating to access to information and the protection 
of personal information. However, the SAHRC will still retain its Constitutional obligation 
to promote, protect and monitor the right of access to information as with all other rights 
enshrined in the Bill of Rights. 

12.1. Information on how you can request your personal information under 
POPIA 

12.1.1. Requests for personal information under POPIA must be made in 
accordance with the provisions of PAIA. 

12.1.2. If we provide you with your personal information, you have the right to 
request the correction, deletion or destruction of your personal 
information, in the prescribed form attached hereto as Annexure 3. 

12.1.3. You may also object to the processing of your personal information in 
the prescribed form. 

12.1.4. We will give you a written estimate of the fee for providing you with your 
personal information, before providing you with the services. We may 
also require you to provide us with a deposit for all or part of the fee prior 
to giving you the requested personal information. 

12.2. Purpose of Processing 

12.2.1. POPIA provides that personal information may only be processed 
lawfully and in a reasonable manner that does not infringe your (the data 
subject’s) privacy. 

12.2.2. The type of personal information that we process will depend on the 
purpose for which it is collected. We will disclose to you why the personal 
information is being collected and will process the personal information 
for that purpose only. 

12.3. Undertaking by the Company 

12.3.1. Mc Naught and Company Inc. undertakes to comply with the provisions 
of POPIA and to ensure that there are necessary measures in place to 
protect the personal information which it processes. 

12.3.2. Mc Naught and Company Inc. undertakes to enter into written 
agreements to ensure that other contracting parties comply with our 
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confidentiality and privacy requirements. 

12.3.3. Personal information may also be disclosed where we have a legal duty 
or a legal right to do so. 

12.4. How does the Company protect the personal information which it 
processed  

12.4.1. Chapter 3 of POPIA sets out the conditions which a responsible party 
would have to comply with in order to lawfully process personal 
information. These conditions may not be derogated from unless specific 
exclusions in terms of POPIA apply. 

12.4.2. In order to properly conduct its business as a law firm, the Company 
needs to obtain personal information of both individuals and juristic 
persons. 

12.4.3. All legal practitioners who are practising for their own account within the 
Republic are obliged to comply with the requirements of the Financial 
Intelligence Centre Act 38 of 2001 (FICA). The Financial Intelligence 
Centre (FIC) is South Africa’s national centre for the receipt of financial 
data, analysis and dissemination of financial intelligence to the 
competent authorities. The FIC was established by FICA and has the 
mandate to identify the proceeds of crime, combat money laundering 
and terror financing. 

12.4.4. Section 43B of FICA requires a legal practice to register with the FIC as 
an accountable institution. Schedule 1 to FICA lists accountable 
institutions, and legal practitioners are included on the list. 

12.4.5. Section 21A requires of the accountable institution, when establishing a 
business relationship with a prospective client, to obtain information to 
reasonably enable the accountable institution to determine whether 
future transactions, which will be performed during the course of the 
business relationship concerned are consistent with the institution’s 
knowledge of that prospective client. 

12.4.6. Moreover, legal proceedings contain information of individuals, some of 
which are personal. 

12.4.7. Accordingly, Mc Naught and Company Inc is a “responsible party” for 
the purposes of POPIA and is required to and undertakes to comply with 
the information protection principles of POPIA 

12.5. What are the information protection principles? 

There are eight information processing principles which form the core of POPI. These 
are - 

1.  accountability: the responsible party must ensure that the eight information 
processing principles are complied with. 

2.  processing limitation: processing must be lawful and personal information may 
only be processed if it is adequate, relevant and not excessive given the purpose 
for which it is processed. 
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3.  purpose specification: Personal information must be collected for a specific, 
explicitly defined and lawful purpose related to a function or activity of the 
responsible party. The responsible party must take steps to ensure that the data 
subject is aware of the purpose for which his/her personal information is being 
collected. 

4.  further processing limitation: this is where personal information is received from 
a third party and passed on to the responsible party for further processing. In 
these circumstances, the further processing must be compatible with the purpose 
for which it was initially collected. 

5.  information quality: the responsible party must take reasonably practicable steps 
to ensure that the personal information is complete, accurate, not misleading and 
updated where necessary, taking into account the purposes for which it was 
collected. 

6.  openness: Personal information may only be processed by a responsible party 
that has notified the Information Protection Regulator. Further certain prescribed 
information must be provided to the data subject by the responsible party 
including what information is being collected, the name and address of the 
responsible party, the purpose for which the information is collected and whether 
or not the supply of the information by that data subject is voluntary or mandatory. 

7.  security safeguards: the responsible party must secure the integrity of personal 
information in its possession or under its control by taking prescribed measures 
to prevent loss of, damage to or unauthorised destruction of personal information 
and unlawful access to or processing of personal information. 

8.  data subject participation: A data subject has the right to request a responsible 
party to confirm, free of charge, whether or not the responsible party holds 
personal information about the data subject and request from a responsible party 
the record or a description of the personal information held, including information 
about the identity of all third parties, or categories of third parties, who have, or 
have had, access to the information. 

A data subject may request a responsible party to – 

• correct or delete personal information about the data subject in its 
possession or under its control that is inaccurate, irrelevant, excessive, 
misleading or obtained unlawfully; or 

• destroy or delete a record of personal information about the data subject 
that the responsible party is no longer authorised to retain. 

12.6.  Retention of processed information 

Subject to exemptions provided for in POPI, personal information must not be 
retained any longer than is necessary for achieving the purpose for which the 
information was collected. The responsible party must retain the record for such 
period as may be required or prescribed by law or a code of conduct. If there is 
no law or code of conduct prescribing a retention period, it must retain the record 
for a period which will afford the data subject a reasonable opportunity to request 
access to the record. 
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A responsible party must destroy or delete a record of personal information as 
soon as reasonably practicable after the responsible party is no longer authorised 
to retain the record. 

Rule 54.9.2 of the LPC’s rules provides that a firm shall retain its accounting 
records, and all files and documents relating to matters dealt with by the firm on 
behalf of client for at least 7 years from date of the last entry recorded in each 
particular book or other document of record or file. 

Upon expiry of the 7-year period, the Company will discard all documents or files 
by way of shredding the documents or file. With regards to FICA documentation, 
the Company will destroy all FICA documentation if that particular client has not 
been an active client for a period of 7 years. 

12.7. Measures to ensure protection of the processed personal information: 

The Company undertakes to abide by the POPIA regulations and to implement and 
maintain the data protection measures contained hereunder. The Company may also 
make use of alternative data protective measures which are not listed hereunder and 
adapt to technological security development, as needed, to ensure protection of the 
personal information is protected. 

a)  Fee and Mandate Agreements & FICA documentation: 

• The attorney or candidate attorney that deals with a particular client will 
request and receive the Fee and Mandate Agreement and FICA 
documents from the client, and shall thereafter deliver the documents to 
the allocated FICA officer and the accountant of the Company. 

• The Accountant of the Company will upload the documentation onto the 
Company’s billing system in order for the system to generate an invoice 
for a particular client. 

• The FICA Officer will file the Fee and Mandate Agreement and FICA 
documents in a locked cupboard which only the FICA Officer, 
Information Officer or Deputy Information Officer, and/or the relevant 
attorney/candidate attorney who was instructed by that particular client, 
have access to. 

• The Company shall conclude an Operator’s Agreement with the Billing 
System Service Provider to ensure compliance with the regulations of 
POPIA. 

b)  File controls 

All employees of the Company have access to client files for purposes of handling 
of matters of clients. The Company shall ensure that there will be no unauthorised 
access to files by third parties. 

c)  Data Memory Control 

The Company undertakes to implement suitable measures to prevent 
unauthorized input into data memory and the unauthorized reading, alteration or 
deletion of stored data. 

d)  Data stored on electronic devices 
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• Each staff member has his or her own laptop which he/she utilises for 
work purposes. Each laptop is password protected with only the user of 
the laptop and the employer having knowledge of the password. 

• Electronic emails are protected by way of Mimecast email security. 

e)  Internet Protection 

The Company utilises various internet, malware, virus protection such as: 

• NAble antivirus; 

• Firewall; 

• Malware protection; 

• Mimecast email security 

f)  The Company shall conclude non-disclosure agreements with each employee.  

g)  The Company shall conclude Operator Agreements with relevant sub-contractors 
or service providers of the company that process personal information of its 
clients. 

h)  The Company shall conduct training for all its employees to ensure that every 
employee understands the POPIA regulations and undertakes to adhere to the 
POPIA regulations as well as this manual. 

i)  The Company shall not transfer personal information about a data subject to a 
third party who is in a foreign country unless certain protections are in place. Such 
protections include: 

• The foreign country has a law that provides adequate protection; 

• There are binding corporate rules that provide adequate protection; 

• There is an agreement between sender and the receiver that provides 
adequate protection; 

• The data subject consents; 

• The transfer is necessary for the responsible party to perform in terms 
of a contract. 

13.  INCIDENT RESPONSE 

In the event of an anticipated breach or an actual breach incident the following 
procedure will be followed: 

• The Information Officer will inform the data-subject of the breach; 

• The Information Officer will conduct an investigation regarding the incident; and 

• Upon completion of investigation, the Information Officer will provide the date-
subject with a report of the investigation 
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14.  AVAILABILITY OF THIS MANUAL 

 

14.1.   This manual is available on the Company website: www.maclaw.co.za. 

14.2.   A copy of this manual is also available at the offices of the Company at its 
business address listed under section 3 above. A fee for copies of the manual 
will be levied in accordance with Annexure 2 of this manual. 
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ANNEXURE 1 

 

MC NAUGHT AND COMPANY INCORPORATED 

 

REQUEST FOR ACCESS TO RECORD OF PRIVATE BODY 

 

 

(Section 53(1) of the Promotion of Access to Information Act, 2000 (Act No. 2 of 2000)) 

[Regulation 10] 

 

A.  Particulars of private body 

The Head 

 

 

 

 

 

 

 

 

 

B.  Particulars of person requesting access to the record 

 

 

Full names and surname 

 

______________________________________________________________________ 

 

(a)  The particulars of the person who requests access to the record must be 
given below. 

(b)  The address and/or fax number in the Republic to which the information is 
to be sent must be given. 

(c)  Proof of the capacity in which the request is made, if applicable, must be 
attached. 
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Identity number:  

             

 

Postal address  

 

______________________________________________________________________ 

 

Telephone number:(_____) _______________Fax number:(____) _________________ 

 

E-mail address  

______________________________________________________________________ 

 

Capacity in which request is made, when made on behalf of another person: 

______________________________________________________________________ 

 

C.  Particulars of person on whose behalf request is made 

 

 

Full names and surname 

 

______________________________________________________________________ 

 

Identity number:  

 

             

 

D.  Particulars of record 

 

 

(This section must be completed ONLY if a request for information is made on behalf 
of another person. 

(a) Provide full particulars of the record to which access is requested, including 
the reference number if that is known to you, to enable the record to be 
located. 

(b) If the provided space is inadequate, please continue on a separate folio and 
attach it to this form. The requester must sign all the additional folios. 
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1.  Description of record or relevant part of the record 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

 

2.  Reference number, if available 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

 

3.  Any further particulars of record 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

 

E.  Fees 

 

 

 

 

 

 

 

 

 

Reason for exemption from payment of fees 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

(a) A request for access to a record, other than a record containing personal 
information about yourself, will be processed only after a request fee has 
been paid. 

(b) You will be notified of the amount required to be paid as the request fee. 
(c) The fee payable for access to a record depends on the form in which 

access is required and the reasonable time required to search for and 
prepare a record. 

(d) If you qualify for exemption of the payment of any fee, please state the 
reason for exemption 
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______________________________________________________________________ 

______________________________________________________________________ 

 

F.  Form of access to record 

If you are prevented by a disability to read, view or listen to the record in the form of access 
provided for in 1 to 4 below, state your disability and indicate in which form the record is 
required. 

 

 

 

 

 

 

 

 

 

 

 

 

1.  If the record is in written or printed form: 

copy of record  inspection of record  

 

2.  If record consists of visual images -(this includes photographs, slides, video recordings, 
computer-generated images, sketches, etc.): 

view the images  copy of the images  transcription of images  

 

3.  If record consists of recorded words or information which can be reproduced in sound: 

listen to the soundtrack (audio cassette)  transcription of soundtrack  

 

4.  If record is held on computer or in an electronic or machine-readable form: 

printed copy of record  

copy in computer readable form (stiffy or compact disc)  

printed copy of information derived from the record  

 

 
Disability: ______________________________________________________ 
 
Form in which record is required:  ___________________________________ 
Mark the appropriate box with an X. 
 
NOTES: 
(a)  Compliance with your request for access in the specified form may depend on 

the form in which the record is available. 
(b)  Access in the form requested may be refused in certain circumstances. In 

such a case you will be informed if access will be granted in another form. 
(c) The fee payable for access to the record, if any, will be determined partly by 

the form in which access is requested. 
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*If you requested a copy or transcription of a record (above), do you wish 
the copy or transcription to be posted to you? Postage is payable 

Y N 

 

G.  Particulars of right to be exercised or protected 

 

1.  Indicate which right is to be exercised or protected: 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

 

2.  Explain why the record requested is required for the exercise or protection of the 
aforementioned right: 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

 

H.  Notice of decision regarding request for access 

 

 

 

How would you prefer to be informed of the decision regarding your request for access to the 
record? 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

______________________________________________________________________ 

 

Signed at _________________________________ on this ____ day of ________ 20____ 

 

 

If the provided space is inadequate, please continue on a separate folio and attach it to 
this form. The requester must sign all the additional folios. 

You will be notified in writing whether your request has been approved/denied. If you 
wish to be informed in another manner, please specify the manner and provide the 
necessary particulars to enable compliance with your request. 
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______________________________________  

SIGNATURE OF REQUESTER / 

PERSON ON WHOSE BEHALF REQUEST IS MADE 
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ANNEXURE 2 

FEES IN RESPECT OF PRIVATE BODIES IN TERMS OF PAIA 

 

1.  The fee for a copy of the Manual as contemplated in regulation 9(2)(c) of PAIA is R1,10 
for every photocopy of an A4-size page or part thereof. 

2.  The fees for reproduction referred to in regulation 11 (1) of PAIA are as follows· 

(a)  For every photocopy of an A4-size page or part thereof R 1, 10. 

(b)  For every printed copy of an A4-size page or part thereof held on a computer or 
in electronic or machine-readable form R0,75. 

(c)  For a copy in a computer-readable form on – 

(i)  stiffy disc R7, 50; 

(ii)  compact disc R70,00. 

(d)  (i)  For a transcription of visual images, for an A4-size page or part thereof  

R40,00; 

(ii)  For a copy of visual images R60,00. 

(e)  (i)  For a transcription of an audio record, A4-size page or part thereof  

20,00; 

(ii)  For a copy of an audio record R30,00. 

3.  The request fee payable by a requester, other than a personal requester, referred to in 
Regulation 11(2) of PAIA is R50,00. 

4.  The access fees payable by a requester referred to in Regulation 11(3) of PAIA are as 
follows: 

(1)  (a)  For every photocopy of an A4-size page or part thereof R1, 10. 

(b)  For every printed copy of an A4-size page or part thereof held on a computer or 
in electronic or machine-readable form R0,75. 

(c)  For a copy in a computer-readable form on – 

(i)  stiffy disc R7,50; 

(ii)  compact disc R70,00. 

(d)  (i)  For a transcription of visual images, for an A4-size page or part thereof 

 R40,00; 

(ii)  For a copy of visual images R60,00. 

(e)  (i)  For a transcription of an audio record, for an A4-sizepage or part thereof 

 R20,00; 

(ii)  For a copy of an audio record R30,00. 

(f)  To search for and prepare the record for disclosure, R30,00 for each hour or part 
of an hour reasonably required for such search and reparation. 
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(2)  For purposes of section 54(2) of PAIA, the following applies:  

(a)  six hours as the hours to be exceeded before a deposit is payable; and  

(b)  one third of the access fee is payable as a deposit by the requester. 

(3)  The actual postages payable when a copy of a record must be posted to a requester. 
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Annexure 3 

 

REQUEST FOR CORRECTION OR DELETION OF PERSONAL INFORMATION OR 
DESTROYING OR DELETION OF RECORD OF PERSONAL INFORMATION IN TERMS OF 
SECTION 24(1) OF THE PROTECTION OF PERSONAL INFORMATION ACT, 2013 
REGULATIONS RELATING TO THE PROTECTION OF PERSONAL INFORMATION, 2018 

 

[Regulation 3] 

Note: 

1.  Affidavits or other documentary evidence as applicable in support of the request may 
be attached. 

2.  If the space provided in this Form is inadequate, submit information as an Annexure to 
this Form and sign each page. 

3.  Complete as is applicable 

 

Mark the appropriate box with an “x”. 

Request for: 

Correction or deletion of the personal information about the data subject which is 
in possession or under the control of the responsible party. 

 

Destroying or deletion of a record of personal information about the data subject 
which is in possession or under the control of the responsible party and who is no 
longer authorised to retain the record of information. 

 

 

A DETAILS OF DATA SUBJECT 

Name(s) and surname / registered name of 
data subject: 

 

Identity Number / Passport number / 
Registration number: 

 

Residential, postal or business address: 

 

 

 

 

Contact number(s):  

Fax number / E-mail address:  

B DETAILS OF RESPONSIBLE PARTY 
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Name(s) and surname / registered name of 
data subject: 

 

Residential, postal or business address: 

 

 

 

 

Contact number(s):  

Fax number / E-mail address:  

C REASON FOR OBJECTION IN TERMS OF SECTION 11(1)(d) to (f) (please 
provide detailed reason for the objection) 

 

 

 

 

 

 

D REASONS FOR *CORRECTION OR DELETION OF THE PERSONAL 
INFORMATION ABOUT THE DATA SUBJECT IN TERMS OF WHICH IS IN 
POSSESSION OR UNDER THE CONTROL OF THE RESPONSIBLE PARTY; and 
or REASONS FOR *DESTRUCTION OR DELETION OF A RECORD OF 
PERSONAL INFORMATION ABOUT THE DATA SUBJECT IN TERMS OF 
SECTION 24(1)(b) WHICH THE RESPONSIBLE PARTY IS NO LONGER 
AUTHORISED TO RETAIN (Please provide detailed reasons for the request) 

 

 

 

 

 

 

 

 

 

 

Signed at _________________________________ on this ____ day of ________ 20____ 
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______________________________________  

Signature of data subject / designated person 


